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To take advantage now, contact Marc Swearengen, Operations at TechR2.
Call 614.322.2222 or mswearengen@techr2.com.

Current customers with TechR2 quotes can apply this discount if the Statement of Work is completed by March 31, 2020.
15% discounts shown are good for work quoted and completed by March 31, 2020. Contact TechR2 to discuss your requirements.

Data Destruction
Cleanout

Onsite data destruction by 
NIST required sanitizer 
and verifier within the 
four walls of your 
datacenter or enterprise 
facility

Datacenter
Decommissioning

1. Pre Datacenter 
Decommissioning 
Planning

2. Work at the Datacenter 
Decommissioning

3. IT Equipment in Transit 
to ISO 14001 Recycler

Risk Assessments

A. Full A to Z ISO 31000 
Risk Assessment - ISO 
27001 CSF Format or

B. End of Life Procedures 
ISO 31000 Risk 
Assessment – ISO 
27001 CSF Format

Tear-A-Byte®
Installation / Service

The TechR2 onsite 
Tear-A-Byte® solution is 
the only patented A to Z 
media destruction method 
that is designed to track, 
contain, destroy and verify 
data bearing devices 

Secure Transport

1. Pre-Secure Transport 
Planning

2. Work at the 
Originating Datacenter

3. Network Equipment in 
Transit 

4. Work at the 
Destination

15% DISCOUNT 15% DISCOUNT 15% DISCOUNT 15% DISCOUNT 15% DISCOUNT

SPECIAL OFFERS for 4th Quarter 2019 thru 1st Quarter 2020

The Tear-A-Byte® Comparison

Step
 

➊ Hard drives reported as failed by technician
➋ TechR2 technician is sent onsite to remove
➌ Non-secured loose media is quarantined
➍ Inventory is created per GDPR, NIST, FFEIC, HIPAA, PCI
➎ Reconciliation is performed
➏ Use of a Certificate of Destruction as a transfer document
➐ Transport for offsite destruction by single technician
➑ Media stored in regular offsite warehouse / truck
➒ Data destruction using two technicians
➓ Final verification or approval

Tear-A-Byte®Standard Process

Completed Risk Compliant Completed Risk Compliant

With the initial implementation of our Risk Mitigation Assessment o�ering, customers will set a clear 
path to track, contain, destroy & verify all end-of-life data bearing devices. Keep in mind, TechR2 

upholds recognized industry certi�cations. As a result, customers (including ITAD Clients) achieve 
compliance with the new cybersecurity framework mandated by Federal, State and GDPR regulations.

If you are an ITAD client (e.g., a former Arrow client) and
need data bearing device destruction services, TechR2 o�ers

a better solution & signi�cant savings with our Q4 discount.


